**Dấu hiệu nhận biết máy tính bị nhiễm Malware**

1. Máy tính hoạt động chậm chạp

- Bạn phải mất rất nhiều thời gian để khởi động máy tính.

- Bạn phải đợi rất lâu để khởi đồn một chương trình.

Các malware thường có khuynh hướng làm chậm hệ thống máy tính, tốc độ truy cập Internet hoặc tốc độ của những chương trình khác.

1. Xuất hiện những hộp quảng cáo

Trường hợp này xảy ra khi máy tính bị lây nhiễm Adware.

1. Đột ngột bị crashed nhiều lần liên tục

Nếu máy tính của bạn xuất hiện màn hình xanh (Blue Screen of Death) liên tục thì khả năng cao máy tính của bạn đã bị nhiễm malware hoặc có xung đột giữa phần mềm và phần cứng.

1. Xuất hiện những hoạt động bất thường tại các ổ đĩa

Nếu ổ đĩa liên tục thể hiện những hoạt động kỳ lạ ngay cả khi bạn không sử dụng hay là không có chương trình hoặc các tác vụ download đang chạy, thì có thể máy tính đã bị nhiễm malware. Ngoài ra cũng có một khả năng khác là do ổ đĩa của bạn bị hỏng.

1. Đột ngột hết dung lượng các ổ đĩa

Khi ổ đĩa đột ngột hết dung lượng thì chắc chắn máy bạn đã bị nhiễm malware.

1. Hoạt động kết nối mạng của máy tính gia tăng bất thường

Nếu như bạn không truy cập Internet hoặc không có tác vụ download nào đang diễn ra nhưng hoạt động mạng của máy tính vẫn ở mức cao thì có khả năng cao máy tính đang bị nhiễm malware và đặt biệt là botnet.

Tuy nhiên bạn cũng nên kiểm tra là có phải do hoạt động Update của Windows đang diễn ra hay không.

1. Browser bị thay đổi homepage, bị cài đặt nhiều plugin lạ

Những hiện tượng này thường đi kèm sau khi máy tính bị nhiễm adware.

1. Bạn bè thông báo rằng nhận được các tin nhắn lại từ bạn

Lúc này chắc chắn một điều rằng quyền riêng tư của bạn đã bị xâm phạm. Có 2 trường hợp, một là bạn bị nhiễm virus Spammer, hai là tài khoản mạng xã hội hoặc mạng trò chuyện của bạn đã bị hacker đánh cắp.